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Tento dokument není právní rada a neměl by být jako takový chápán.
Informace zde uvedené slouží pouze pro obecné informativní účely.

Uvedené údaje jsou aktuální k 1. 11. 2025.
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Nový zákon 
o kybernetické
bezpečnosti 

03www.cybrela.com

Směrnice NIS2 je přelomovou součástí evropské
legislativy v oblasti kybernetické bezpečnosti.
Směrnice byla přijata již v roce 2022 a členské
státy Evropské unie měly čas do 17. října 2024,
aby přijaly „vlastní“ zákon, takzvaný transpoziční
předpis, kterým směrnici implementují. Spolu 
s tím zároveň zavedou do svého právního řádu
minimální standardy kybernetické bezpečnosti
určené právě směrnicí.

V České republice byla NIS2 přenesená 
do nového zákona o kybernetické bezpečnosti 
a jeho prováděcích vyhlášek. Zákon je účinný od
1. listopadu 2025.

https://cybrela.com/
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Český zákon o kybernetické bezpečnosti přistupuje 
k regulaci kybernetické bezpečnosti mírně odlišně 
a zavádí jeden subjekt – poskytovatele regulované
služby se dvěma režimy. 

Setkáme se tedy s režimem vyšších povinností, který odpovídá
kategorii základní subjekt dle NIS2, a režimem nižších povinností,
který odráží kategorii důležitý subjekt.

Pokud budete poskytovatelem regulované služby, povinnosti,
které bude muset plnit závisí na tom, v jakém režimu budete
zařazení. Pro firmy to znamená nové výzvy, ale hlavně příležitost
ke zlepšení vlastní odolnosti vůči kybernetickým hrozbám.

Kdo je poskytovatel regulované služby?
Poskytovatelem regulované služby je orgán nebo osoba, které
poskytují jednu nebo více regulovaných služeb. Obecně jde tedy 
o osobu, která splňuje určitá kritéria (nejčastěji kritérium velikosti
podniku) a vykonává činnost, která je označena jako regulovaná
služba.

Povinná osoba =
poskytovatel regulované

služby

Vyšší režim
(základní subjekt dle NIS2)

Nižší režim
(důležitý subjekt dle NIS2)

https://cybrela.com/


Jedná se o proces ohlašování poskytovaných regulovaných
služeb danou společností na Národní úřad pro kybernetickou 
a informační bezpečnost (NÚKIB).

Ve většině případů musí společnosti samy zjistit, jestli splňují
podmínky pro to, aby se staly regulovanými subjekty. Správná
identifikace povinné osoby je klíčová pro zajištění souladu 
s legislativou a pro minimalizaci rizika sankcí.
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Samoidentifikace
Jednou z nejdůležitějších a vůbec
první povinností podle nového zákona,
kterou společnosti budou muset řešit,
je samoidentifikace. 

Při samoidentifikaci je povinností regulovaného subjektu
se ohlásit do 60 dnů ode dne, kdy došlo k naplnění
podmínek pro registraci regulované služby.

V případě určení NÚKIBem se subjekt stává regulovaným
až po doručení oznámení o určení subjektu, lhůta pro
určení NÚKIBem není stanovena.

Správná samoidentifikace a následná registrace regulované služby
je důležitá i proto, že se s ní pojí přísné sankce a nové penalizace.

www.cybrela.com
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Důležité je upozornit, že před NIS2 neprobíhala žádná
samoidentifikace, a povinné osoby byly naopak
určovány jen z úřední moci.

Pro subjekty, na které se povinnosti ze zákona o kybernetické
bezpečnosti doposud nevztahovaly, je to tedy velká změna.
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Určení
Proces samoidentifikace by měl v rámci registrace regulovaných
služeb převládat. V určitých případech je však možné, že
společnost poskytující velmi specifické služby určí jako povinnou
osobu sám NÚKIB bez samoidentifikace. V takovém případě se
subjekt nemusí obávat, že by něco opomněl.

Registrace
(proces zaevidování regulované služby u NÚKIBu,

výsledkem je rozhodnutí o registrování regulované služby,
které může vydat jen NÚKIB)

Ohlášení
(povinnost regulovaného subjektu ohlásit
poskytování regulované služby NÚKIBu, 

tj. jeden z kroků samoidentifikace)

Určení
(registrace regulované služby 

NÚKIBem, tj. proces, který je zahájený 
z moci úřední)

www.cybrela.com
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Například se může jednat o společnosti poskytující regulovanou službu Provoz
přenosové soustavy elektřiny. V takovém případě je držitel licence na přenos
elektrické energie podle příslušného zákona poskytovatelem regulované služby 
v režimu vyšších povinností. 
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Kroky samoidentifikace

Zjistěte velikost společnosti

U některých služeb musí subjekt dosahovat určité velikosti
(počet zaměstnanců, roční obrat) a k tomu splňovat další
podmínky (například musí být držitelem určité licence, jednat podle
konkrétního zákona apod.). Existují však i služby, kdy velikost
nehraje roli, ale musí být naplněny některé z dalších podmínek.

Společnosti by měly zkontrolovat, jestli odvětví, ve kterém
vykonávají činnost (a tedy poskytují služby a produkty), je řazeno
mezi regulovaná odvětví. Je důležité prověřit také vedlejší
činnosti společnosti, zda nespadají pod regulované služby.

Doporučujeme důkladně zmapovat, co dělají vaši zaměstnanci,
podle jakých procesů a za pomocí jakých technologií.

Kybernetická bezpečnost podle nové právní úpravy není o IT,
je to naopak o službách, které subjekt poskytuje. Tyto služby
mohou být v IT oblasti, mohou být ale i v OT*, nebo dokonce 
i v dalších odvětvích byznysu.

1

Definujte odvětví, ve kterých vykonáváte činnost2

Přejít na velikost

www.cybrela.com

*OT = operační technologie

https://cybrela.com/


Proces ohlášení 
Povinná osoba má podle zákona 60 dní na to, aby se ohlásila přes
Portál NÚKIB. Tato lhůta běží ode dne, kdy ke splnění podmínek
pro ohlášení došlo (nejdříve však od okamžiku účinnosti nového
zákona, tedy 1. 11. 2025). Ohlášení regulované služby probíhá přes
standardizovaný formulář elektronického podání.
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Ohlášení regulované služby provede poskytovatel regulované
služby – konkrétní společnost, která se samoidentifikovala.
Registraci regulované služby provádí NÚKIB.

Pokud se společnost neohlásí a měla by, zákon tuto
situaci považuje za přestupek, za který může být
poskytovateli regulované služby udělena sankce. 

Povinnost ohlásit své regulované služby se vztahuje i na
společnosti, které byly již povinnými osobami dle nyní ještě
platného zákona o kybernetické bezpečnosti.

V případě, že společnost po
provedení samoidentifikace
usoudí, že podmínky pro
registraci regulované služby
nesplňuje, nemusí dál dělat nic
a tedy se ani nikde ohlašovat.

Doporučujeme však vytvořit
o posouzení alespoň
jednoduchý záznam, pokud
by NÚKIB chtěl posouzení
splnění podmínek 
v budoucnu přezkoumat.

www.cybrela.com
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Kategorie Počet
zaměstnanců Roční obrat BIlanční suma

roční rozvahy

Velký podnik ≥ 250 > 50 mil. EUR > 43 mil. EUR

Střední podnik < 250 ≤ 50 mil. EUR ≤ 43 mil. EUR

Malý podnik < 50 ≤ 10 mil. EUR ≤ 10 mil. EUR

Mikropodnik < 10 ≤ 2 mil. EUR ≤ 2 mil. EUR

nebo
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Velikost 
povinné osoby
Kritérium velikosti společnosti se řídí doporučením Evropské
komise. Velikost podniku se určuje podle počtu zaměstnanců,
výše ročního obratu a bilanční sumy roční rozvahy. Pro určení
velikosti stačí, když je naplněn jeden z ukazatelů.

*RJP = roční pracovní jednotka

*

Je potřeba také zohlednit, že v případě holdingů se do uvedených
hodnot (viz výše) v souladu se zmíněným doporučením Komise

započítávají také tzv. partnerské a propojené podniky.

www.cybrela.com
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Společnost o 10 zaměstnancích se tak díky své mateřské
společnosti může stát i velkým podnikem, protože 
v souhrnu bude mít více než 250 zaměstnanců.

Pokud má společnost 2 zaměstnance na 50 % úvazku, 
tak dohromady se tito dva zaměstnanci počítají pro účely
velikosti podniku jako 1 zaměstnanec = 100% úvazek.

Přičítání zaměstnanců
Dle míry propojenosti jsou zaměstnanci připočteni buď v plné míře
nebo poměrně, a to podle míry majetkové spřízněnosti. V těchto
případech se do celkového počtu zaměstnanců posuzované firmy
započítávají i zaměstnanci dceřiných, sesterských či mateřských
společností.

Holding se skládá celkem z 26 společností po 10
zaměstnancích. Ve všech společnostech má
mateřská společnost více než 50% vlastnický
podíl. Každá z 25 dceřiných společností 
se pak při samoidentifikaci se určí jako 
velký podnik. Při výpočtu propojených
společností má každá z těchto 
společností 260 zaměstnanců (26x10).

Příklad

10www.cybrela.com
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Každá společnost 
v holdingu se musí
samoidentifikovat
a registrovat své

regulované služby.

Holdingová struktura
V České republice neplatí, že by
holding přebíral stejný režim pro
všechny společnosti.

Samotná registrace musí
probíhat podle regulovaných
služeb, které daná entita
poskytuje. Nikoliv na základě
režimu zvoleného pro celý
holding.

Může se tedy stát, že mateřská
společnost nebude sama o sobě
poskytovatelem regulované
služby a některé dceřiné
společnosti ano.
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V těchto případech je důležité zmapovat
vlastnickou strukturu holdingu a poskytované
regulované služby všech společností. I přesto
bude však vhodné zvážit nastavení stejných
pravidel napříč všemi společnostmi v holdingu.

To je praktické zejména pro zvýšení
efektivity vedení kybernetické
bezpečnosti jednotně napříč všemi
společnostmi ve skupině.

www.cybrela.com
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Výjimky 
při výpočtu velikosti
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Výjimka pro majetkově propojené společnosti

Touto výjimkou se mění výpočet toho, které společnosti v rámci
holdingových uspořádání se k výpočtu velikosti připočítávají.

Společnosti, jejichž technická aktiva jsou zcela oddělena od těch
technických aktiv, která jsou využívána při poskytování regulované
služby. Podle důvodové zprávy by se mělo typicky jednat o situace
investování do start-upů.

Mateřská společnost (232 zaměstnanců)
skladuje a prodává obiloviny a poskytuje
IT služby svým dceřiným společnostem.
Tyto 2 dceřiné společnosti (každá má 20
zaměstnanců) působí v marketingu. Dále
mají fotovoltaiku pro vlastní potřebu i s
ERU licencí. Veškeré IT je ve správě
mateřské společnosti.

Mateřská společnost (232 zaměstnanců)
skladuje a prodává obiloviny. IT služby
poskytuje pouze sama sobě. Má 2 dceřiné
marketingové společnosti (každá má 20
zaměstnanců), tyto společnosti si IT
spravují sami, obě mají fotovoltaiku pro
vlastní potřebu a mají udělenou i ERU
licenci.

Sčítají se všechny společnosti, mají tak
nad 250 zaměstnanců.

Každá společnost se počítá zvlášť. 

Jsou propojená technická aktiva. Nejsou nijak propojená technická aktiva.

Mateřská společnost = vyšší režim
Dceřiné společnosti = vyšší režim

Mateřská společnost: nižší režim
Dceřiné společnosti: nespadají pod nový
zákon (žádný režim)

Příklad 1 Příklad 2

www.cybrela.com
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U některých regulovaných služeb nemusí velikost společnosti hrát
roli. Tyto subjekty poskytují natolik významné služby, že je
důležitější, v jakém rozsahu je poskytují, než to, jak velký subjekt je
poskytuje. 

U regulovaných služeb ve většině případů funguje princip velikosti,
ale nemusí tomu tak být vždy. Princip „buď velikost nebo jiná
podmínka“ je ve vyhlášce uplatněn u těchto regulovaných služeb: 

Výjimka, kdy velikost je pouze možnost

U regulované služby 2.1 Výroba elektřiny je velikost kritériem „buď/nebo“. Tedy
společnost buď vykonává tuto službu a je velkým podnikem, což ji klasifikuje jako
regulovaný subjekt ve vyšším režimu. Nebo může být i malým podnikem (pod 50
zaměstnanců) pokud disponuje výrobnou s celkovým instalovaným elektrickým
výkonem nejméně nejméně 100MW, bude také spadat do vyššího režimu. V nižím
režimu u této regulované služby budou pak střední podniky.

Příklad
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2.1 Výroba elektřiny 
2.3 Provoz distribuční soustavy elektřiny
16.1 Poskytování veřejně dostupné služby elektronických komunikací (vyšší režim)
16.2 Zajišťování veřejné komunikační sítě (vyšší režim) 
16.3 Poskytování služby výměnného uzlu internetu (vyšší režim)
16.8 Poskytování služby cloud computingu
16.12 Poskytování služby vytvářející důvěru

www.cybrela.com

Přehled všech regulovaných služeb, včetně těch u kterých velikost
zohledňuje pouze jako možnost, najdete v příloze vyhlášky
o regulovaných službách.
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https://www.zakonyprolidi.cz/cs/2025-408
https://www.zakonyprolidi.cz/cs/2025-408
https://www.zakonyprolidi.cz/cs/2025-408
https://www.zakonyprolidi.cz/cs/2025-408
https://www.zakonyprolidi.cz/cs/2025-408


Existují regulované služby, u kterých není nutné propočítávat
velikost společnosti, ale zohledňuje se pouze, jakou činnost 
a v jakém rozsahu vykonávají.

Podle vyhlášky o regulovaných službách se jedná o tyto služby:

Výjimka, kdy velikost společnosti není vůbec relevantní   
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1.1 Výkon svěřených pravomocí 
2.2 Provoz přenosové soustavy elektřiny (zde je třeba mít licenci) 
2.5 Činnost nominovaného organizátora trhu s elektřinou 
2.10 Činnost Elektroenergetického datového centra 
3.6 Činnost ústředního správce zásob 
3.7 Provoz veřejně přístupné čerpací stanice motorového benzinu nebo motorové nafty
podle zákona o  pohonných hmotách
4.2 Provoz přepravní soustavy zemního plynu
7.4 Výroba motorových vozidel (kromě motocyklů) přívěsů a návěsů (vyšší režim)
12.4 Letové navigační služby
13.1 Provozování železniční dopravní cesty
16.4 Poskytování služby systému překladu doménových jmen
16.5 Poskytování služby registrace a správy doménových jmen
16.6 Správa a provoz registru domény nejvyšší úrovně
16.7 Správa a provoz domény gov.cz
16.11 Správa kvalifikovaného systému elektronické identifikace
16.12 Poskytování služby vytvářející důvěru (podle písm. a) 
16.18 Provozování Národního CERT
17.4 Činnost platební instituce
17.5 Činnost instituce elektronických peněz 
18.2 Poskytování zdravotní záchranné služby
19.1 Výzkum a vývoj

www.cybrela.com

Přehled všech regulovaných služeb, včetně těch u kterých se
nezohledňuje velikost, najdete v příloze vyhlášky o regulovaných
službách.
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Regulovaná odvětví
Rozšíření regulovaných odvětví můžeme považovat za
největší dopad NIS2 do nového zákona o kybernetické
bezpečnosti. Nově se týká 22 odvětví a dopadá až na 
10 tisíc subjektů.

www.cybrela.com

DRÁŽNÍ DOPRAVA

ENERGETIKA 

FINANČNÍ TRH

SILNIČNÍ DOPRAVA

VĚDA, VÝZKUM A VZDĚLÁVÁNÍ

VESMÍRNÝ PRŮMYSL

CHEMICKÝ PRŮMYSL

LETECKÁ DOPRAVA

VEŘEJNÁ SPRÁVA

VODNÍ DOPRAVA

OBRANNÝ PRŮMYSL VODNÍ HOSPODÁŘSTVÍ

ODPADOVÉ HOSPODÁŘSTVÍ

POŠTOVNÍ A KURÝRNÍ SLUŽBY

VÝROBNÍ PRŮMYSL

ZDRAVOTNICTVÍ

DIGITÁLNÍ INFRASTRUKTURA A
SLUŽBY

POTRAVINÁŘSKÝ PRŮMYSL

https://cybrela.com/


Regulované služby
Podle nového zákona o kybernetické bezpečnosti je
regulovanou službou taková služba, která je významná
pro zabezpečení důležitých společenských nebo
ekonomických činností nebo pro bezpečnost v Česku. 

Kompletní výčet všech regulovaných služeb, včetně jejich
podmínek, najdete ve vyhlášce o regulovaných službách. Celkem
se jedná o více než 100 služeb z 22 odvětví.

Služba výroba potravin neznamená, že jakákoliv služba spojená s výrobou potravin
bude také regulovanou službou výroby potravin. Tou bude jen za předpokladu, že
ji vykonává subjekt, který spadá pod definici Potravinářského podniku, dosahuje
určité velikosti a vykonává činnost, která je vyjmenovaná v příloze vyhlášky 
o regulovaných službách.

Příklad
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Nezapomeňte, že společnost může poskytovat více
regulovaných služeb, které je nutné všechny nahlásit.

V praxi se nejčastěji opomíjejí regulované služby
související s fotovoltaikou, cloud computingem a IT

podporou či bezpečnostním IT supportem.

www.cybrela.com
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Vedlejší činnosti povinné osoby
Poskytovatelem regulované služby se můžete stát i v případě, že
daná služba není pro vaše podnikání klíčová a má spíše okrajový
charakter. Proto doporučujeme po úvodní kontrole hlavního
předmětu podnikání v regulovaných odvětvích věnovat pozornost 
i dalším službám, které mohou podléhat regulaci.

Při zjišťování, jestli poskytujete regulovanou službu můžete využít
doprovodné otázky:

Používáte nebo vyrábíte chemikálie? V jakém množství? 
Nespadáte pod zákon o prevenci závažných havárií?

Kdo vám poskytuje IT? Neposkytujete případně nějaké
činnosti spojené s IT dalším „IČO“? 

Nemáte fotovoltaiku, třeba i pro vlastní potřeby
(s výkonem od 1MW)? Neplánujete jí pořizovat?

Jak nakládáte s odpadem, který
vyprodukujete během výroby?

Pokud vyvíjíte software, poskytujete 
k tomu i následně nějakou podporu?

Jak zajišťujete přepravu
prodávaného zboží?

Není váš e-shop on-line tržištěm?

www.cybrela.com
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Příklady, kdy hlavní předmět podnikání není 
v regulovaných službách, přesto je subjekt regulovaný

18

Dřevozpracující podnik zaměřující se na těžbu dřeva, v sezóně až
400 zaměstnanců (30 řidiči, 20 v kanceláři a zbytek lesní dělníci).
Těžba dřeva není regulovaná služba, ale podnik má bioplynovou
stanici na zpracování štěpky a fotovoltaiku s výkonem od 1MW,
obojí s ERU licencí. 

režim vyšších povinností

Zemědělské družstvo se 60 zaměstnanci (10 v kanceláři, zbytek 
v terénu). Hnojiva skladují ve své hale, která byla registrovaná jako
objekt typu B podle zákona o prevenci závažných havárií.

režim vyšších povinností

Společnost s.r.o. s ERU licencí na fotovoltaiku (2 zaměstnanci)
nevykonává jinou činnost. Je na 100 % vlastněná firmou s 300
zaměstnanci. Fotovoltaika má výkon od 1MW, připojená do IT sítě
matky za účelem monitoringu a řízení fotovoltaiky.

s.r.o. v režimu vyšších povinností

www.cybrela.com
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Specifické případy
regulovaných služeb
Fotovoltaika

Využívání fotovoltaiky spadá pod regulovanou službu č. 2.1 Výroba
elektřiny. Ta je v Česku velmi oblíbená i kvůli rozšířeným dotacím
na pořízení „čistější“ energie. Regulovaná služba výroby elektřiny
se pak skládá jen z těchto podmínek:

Společnost je držitelem licence na výrobu elektřiny 
s výkonem od 1MW (od ERU) a má určitou velikost
společnosti (nad 50 nebo 250 zaměstnanců).

Nebo bez ohledu na velikost společnosti, pokud disponuje
určitým nainstalovaným elektrickým výkonem v MW
(nejméně 100 MW).

Problematická je tato služba zejména u holdingů
podnikajících v zemědělství. Menší společnosti,
které by jinak neměly žádnou regulovanou službu
(například vyrábí krmivo pro zvířata), spadají pod
zákon tím, že si před lety pořídily větší
fotovoltaiku, aby ušetřily za energii.

19www.cybrela.com
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Další službou, která je specifická a může způsobovat komplikace
při samoidentifikaci, je poskytování cloud computingu. Cloud
computing je jako pojem velmi široce nastaven a ohledně okruhu
poskytovatelů panují různé výklady.

Cloud computing

20

IT podpora / bezpečnostní IT podpora  

Tyto regulované služby (16.13 Poskytování řízené služby, 16.14
Poskytování řízené bezpečnostní služby) obsahují podmínku
poskytování služby zákazníkům, kteří nejsou spotřebiteli.

Příkladem může být holding s 10 společnostmi, přičemž jedna
společnost poskytuje IT podporu pro ostatní společnosti. Tato
společnost je v takovém případě poskytovatelem regulované
služby.

Tyto zdroje mohou být rychle přidávány nebo odebírány podle
potřeby. Jsou sdílené mezi více uživatelů, přičemž každý uživatel
má své vlastní oddělené prostředí. Zdroje mohou být umístěny na
různých místech a komunikují mezi sebou přes síť. 

Podle směrnice NIS2 je cloud computing službou, která umožňuje
přístup k výpočetním zdrojům (jako jsou servery, úložiště 
a aplikace) přes internet.

www.cybrela.com
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Specifické případy
při samoidentifikaci
Jedna společnost a více regulovaných služeb 

Protože společnosti mohou být poskytovateli regulované služby
pouze v jednom režimu, uplatňuje se zde pravidlo tzv. „vyšší
bere“. Pokud proto máte i jen jednu z mnoha regulovaných služeb
ve vyšším režimu, je pro vás rozhodující režim vyšších povinností. 

21www.cybrela.com

Regulovná
služba ve vyšším

režimu

Regulovná
služba v nižším

režimu

Regulovná
služba v nižším

režimu

= režim vyšších povinností
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Proto i dodavatel, jako každá jiná
společnost, se musí sám
samoidentifikovat a zjistit, jestli je
regulovaným subjektem. 

Pokud nebude regulovaným subjektem, budou
se na něj vztahovat jen povinnosti jako na
dodavatele regulovaných subjektů a nebude se
muset ohlašovat na NÚKIB. 

Dodavatel musí sám poskytovat nějakou regulovanou službu,
aby se stal regulovaným subjektem, a zároveň naplnit všechna
ostatní kritéria, která daná regulovaná služba bude požadovat.

Jedná se o subjekty, které jsou často automaticky řazeny mezi
poskytovatele regulovaných služeb, ale nemusí to tak být vždy.

Dodavatelé však také budou muset splňovat určité povinnosti.
Půjde ale hlavně o pravidla, která na ně dopadnou
prostřednictvím jejich zákazníků (regulovaných subjektů).

Dodavatelé

To, že subjekt pouze dodává své služby regulovanému subjektu,
jej samo o sobě mezi regulované subjekty nekvalifikuje.

22www.cybrela.com
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Přejít  na appku

Vyzkoušejte naši aplikaci, a zjistěte,
jestli spadáte pod nový zákon 
o kybernetické bezpečnosti

www.urci.se

Výsledek, který vám přijde na e-mail vyplývá z vyhodnocení vámi zadaných odpovědí. Vezměte
prosím na vědomí, že vzhledem k tomu, že jste odpovědi vyplňovali sami, nemůžeme jeho správnost
garantovat.

https://urci.se/


Co dál?
Jakmile po samoidentifikaci zjistíte, že poskytujete
regulovanou službu, máte 60 dnů na ohlášení na
NÚKIB. Poté následují další kroky: 

Pokud byste se neohlásili, zákon bude považovat toto chování 
za úmyslné vyhýbání se plnění povinností v oblasti kybernetické
bezpečnosti, a můžou vám hrozit vysoké finanční sankce. 

NÚKIB provede registraci subjektu do evidence
poskytovatelů a zašle předmětnou informaci poskytovateli.

1

Povinná osoba začne plnit povinnosti vyplývající ze zákona
vůči zapsaným službám ihned po doručení vyrozumění 
o zápisu regulované služby.

2

Do 30 dnů od doručení písemného vyrozumění o zápisu do
evidence nahlásí požadované kontaktní a doplňující údaje. 

3

Zavede bezpečnostní opatření pro každou regulovanou
službu a hlásí kybernetické bezpečnostní incidenty do 1 roku
ode dne doručení písemného vyrozumění o zápisu služby do
evidence. 

4
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Doporučení 
na závěr
Po účinnosti nového zákona 
o kybernetické bezpečnosti budete
muset připravit povinnou dokumentaci
a určit bezpečnostní role podle
příslušného režimu povinností.

25

Doporučujeme udělat si přehled a zjistit, jaký je váš aktuální stav
kybernetické bezpečnosti. Tyto kroky vám pomůžou zjistit jaká
aktiva máte a jaká míra rizika jim hrozí. 

Poté si připravte plán, ve kterém určíte prioritizaci jednotlivých
opatření, která pak budete postupně zavádět.

Kybernetická bezpečnost je nikdy nekončící
proces, nejedná se o jednorázovou aktivitu.
Nicméně ne vše je potřeba udělat najednou a je
klíčové určit priority.

www.cybrela.com
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Jak na to?

Jaké služby poskytuji?
Co pro to potřebuji?
Jaké jsou vazby?

Udělám si přehled v organizaci
Získal jsem rozsah,
kde budu řešit KB.

Znám aktiva.

Co mám již zavedené?
Kde mám slabá místa?
Co když něco vypadne?

Jaký je stav kyberbezpečnosti?
Zdokumentuji stav,
znám dopady. Znám

rizika.

Jaké mám zdroje?
Jaké mám priority a možnosti?
Co musím zavést, či zlepšit?

Stanovím plán
Získal jsem plán 

a priority.

Určím role
Vytvořím politiky
Školím zaměstnance i vedení

Zavedu opatření
Pokračuji, 
zlepšuji se

www.cybrela.com
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www.cybrela.cominfo@cybrela.com

Jsme tu pro vás!
Děkujeme, že jste si přečetli tento e-book. Věříme, že
vám přinesl užitečné informace, a pokud máte jakékoliv
dotazy, neváhejte nás kontaktovat!

E-book připravil tým konzultantů kybernetické informační
bezpečnosti ze společnosti Cybrela.

Dokument je chráněn autorským právem.
Jakékoliv neoprávněné kopírování, šíření nebo

reprodukce obsahu bez předchozího písemného
souhlasu autora je zakázáno.

Aktualizováno  k 1. 11. 2025.

Katka Hůtová Monika Nosková
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